PRIVACY POLICY - MILITARY & SENSITIVE OPERATIONS

Effective Date: [Insert Date]

Thirdeye Systems ("we," "our" "us") is committed to the highest standards of data security and
confidentiality. This Privacy Policy outlines how we collect, use, store, and protect information in connection
with our services, including sensitive or classified information related to security and defense operations.

. Information We Collect
. Personal Information: Name, email address, phone number, company or agency affiliation, rank/

position, and other information you voluntarily provide.

. Sensitive Operational Data: Technical specifications, operational requirements, security protocols,

and other classified or sensitive information submitted in the course of collaboration or inquiry.

. Usage and Technical Data: IP address, device identifiers, browser type, pages accessed, and

interaction logs.

. Cookies and Tracking: Limited use of cookies strictly for operational purposes, analytics, and service

optimization.

. Use of Information We use the collected information exclusively to:

7. Deliver and improve our services to authorized personnel and organizations.
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. Manage operational communications and respond to inquiries.
. Comply with applicable legal, regulatory, and contractual obligations.

Protect our systems, infrastructure, and intellectual property.

Confidentiality and Sharing Your information is treated with the strictest confidentiality. We do not
sell or rent personal or operational data. Information may only be shared:

With approved service providers under strict confidentiality agreements.
With government authorities when required by law or regulation.

With strategic collaborators under formal non-disclosure and security agreements.

Data Security We maintain military-grade administrative, technical, and physical security measures,
including:

Encrypted storage and transmission of sensitive data.
Restricted access on a need-to-know basis.
Continuous monitoring for cyber threats and unauthorized access.

Regular audits and compliance checks aligned with defense industry standards.

Retention Data is retained only for as long as necessary for operational purposes or as required by
law. Sensitive information is securely destroyed or anonymized after the retention period.



21. Your Rights Authorized personnel may:

22. Request access to or correction of their personal information.

23. Request deletion or restriction of information, subject to operational and legal constraints.
24. Opt-out of non-essential communications.

To exercise these rights, please contact us at: marketing@thirdeye-systems.com

1. Third-Party Links Our communications or platforms may contain links to third-party websites. We are
not responsible for their privacy practices. Only authorized and verified sites should be accessed.

2. Updates to This Policy This Privacy Policy may be updated to reflect operational, legal, or regulatory
changes. The revised version will be posted with the effective date. Users are encouraged to review
periodically.

3. Contact For questions regarding this policy or information handling: Thirdeye Systems Email:
marketing@thirdeye-systems.com



